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# **ĐỀ CƯƠNG NGHIÊN CỨU**

| **TÊN ĐỀ TÀI (IN HOA)**  NGHIÊN CỨU VÀ PHÁT TRIỂN ỨNG DỤNG XÁC THỰC KHÔNG MẬT KHẨU CHO QUẢN LÝ MẬT KHẨU TẬP TRUNG |
| --- |
| **TÊN ĐỀ TÀI TIẾNG ANH (IN HOA)**  RESEARCH AND DEVELOPMENT OF PASSWORDLESS AUTHENTICATION APPLICATION FOR CENTRALIZED PASSWORD MANAGEMENT |
| **TÓM TẮT**  Trong thời đại kỹ thuật số hiện nay, mỗi người sử dụng Internet đều phải quản lý nhiều tài khoản đăng nhập khác nhau. Tuy nhiên, việc tạo và ghi nhớ nhiều mật khẩu không phải là điều dễ dàng đối với đa số người dùng, đặc biệt là khi phải nhớ nhiều mật khẩu dài và phức tạp cho từng trang web hoặc ứng dụng khác nhau.  Đề tài này tập trung vào việc **nghiên cứu và phát triển một ứng dụng xác thực không mật khẩu cho quản lý mật khẩu tập trung**. Giải pháp này nhằm mục đích giải quyết các vấn đề liên quan đến việc sử dụng mật khẩu yếu hoặc sử dụng 01 mật khẩu cho nhiều ứng dụng. Bằng cách **tạo ra một phần mềm quản lý mật khẩu**, cho phép người dùng tạo mật khẩu ngẫu nhiên với độ phức tạp cao, lưu trữ mật khẩu hiện có của họ một cách an toàn và tiện lợi. Thay vì nhớ mật khẩu cho từng trang web, **người dùng chỉ cần xác thực bằng các phương thức không mật khẩu** như xác thực vân tay, nhận dạng khuôn mặt.  Qua việc áp dụng giải pháp này, người dùng sẽ trải nghiệm tiện lợi hơn trong việc quản lý mật khẩu, đồng thời tăng cường tính bảo mật cho các tài khoản trực tuyến. Ngoài ra, việc sử dụng các phương thức xác thực không mật khẩu cũng giảm thiểu rủi ro tấn công từ các kỹ thuật tấn công dựa trên mật khẩu, hoặc phishing. Điều này mang lại lợi ích to lớn cho người dùng trong việc giảm thiểu rủi ro bị xâm nhập tài khoản. |
| **GIỚI THIỆU**  Trong thời đại kỹ thuật số ngày nay, một trong những thách thức lớn mà người dùng Internet phải đối mặt là việc quản lý mật khẩu. Với sự gia tăng nhanh chóng của các ứng dụng và dịch vụ trực tuyến, mỗi cá nhân thường phải sở hữu nhiều tài khoản và mật khẩu riêng biệt cho mục đích sử dụng hàng ngày.  Tuy nhiên, việc quản lý nhiều mật khẩu không chỉ là một công việc phiền toái mà còn tạo ra nhiều rủi ro về bảo mật. Sử dụng mật khẩu yếu hoặc dễ đoán có thể dễ dàng bị tấn công bởi hacker. Trong khi đó, sử dụng mật khẩu mạnh và phức tạp lại gây ra vấn đề về khả năng ghi nhớ và quản lý cho người dùng.  Để giải quyết vấn đề này, nghiên cứu và phát triển một ứng dụng xác thực không mật khẩu cho quản lý mật khẩu tập trung trở thành một lựa chọn hợp lý. Đây là một hướng tiếp cận tiên tiến, đi theo xu hướng xác thực mới là chuyển từ "thông tin người dùng nắm giữ" như mật khẩu sang "thông tin chỉ người dùng sở hữu", như sinh trắc học vân tay, khuôn mặt. Mục tiêu của đề tài là tạo ra một ứng dụng an toàn và thuận tiện cho việc quản lý mật khẩu. Thay vì nhớ hàng tá mật khẩu, người dùng chỉ cần sử dụng các phương thức xác thực “người dùng sở hữu” - không mật khẩu như nhận dạng vân tay, nhận dạng khuôn mặt, để truy cập các tài khoản và dịch vụ trực tuyến. Quy trình mã hóa và giải mã được mô tả bên dưới:    Trong phạm vi của đề tài này, chúng tôi tập trung vào việc nghiên cứu và phát triển một ứng dụng xác thực không mật khẩu, nhằm tối ưu hóa tính bảo mật và tính tiện lợi cho người dùng. Chúng tôi tin rằng giải pháp này không chỉ giúp người dùng bảo vệ thông tin cá nhân một cách hiệu quả hơn mà còn mang lại trải nghiệm trực tuyến an toàn và thuận tiện hơn, đồng thời đóng góp tích cực vào việc xây dựng một môi trường Internet an toàn và bảo mật hơn cho mọi người. |
| **MỤC TIÊU**  Sau khi hoàn thành, đề tài sẽ đáp ứng được các yêu cầu sau:   1. **Tối ưu hóa tính bảo mật:** Nghiên cứu các thuật toán/cơ chế mã hóa phù hợp đối với mật khẩu, để đảm bảo rằng thông tin người dùng được bảo vệ an toàn và không thể khôi phục nếu không xác thực được bằng nhân trác học. Sự tập trung vào tính bảo mật sẽ giúp xây dựng niềm tin từ phía người dùng và giảm thiểu nguy cơ mất dữ liệu. 2. **Phát triển ứng dụng xác thực không mật khẩu:** Xây dựng một ứng dụng hoạt động hiệu quả, cho phép người dùng quản lý mật khẩu một cách an toàn và tiện lợi thông qua phương thức xác thực không mật khẩu, như vân tay, nhận dạng khuôn mặt. 3. **Giao diện thân thiện và an toàn:** Phát triển một ứng dụng có giao diện trực quan, dễ hiểu và dễ sử dụng, giúp người dùng dễ dàng thực hiện các thao tác quản lý mật khẩu mà không gặp phải khó khăn. Đảm bảo rằng ứng dụng hoạt động một cách mượt mà và nhanh chóng, không gây ra sự chậm trễ khi truy cập và quản lý mật khẩu. Đồng thời ứng dụng cũng có thể tự động phát hiện URL đã được đăng ký trước đó, tự động điền mật khẩu. Điều này sẽ giảm thiểu nguy cơ người dùng bị phishing khi truy cập vào website giả mạo, có giao diện giống với website thật. Sự tập trung vào trải nghiệm người dùng sẽ giúp tăng cường sự chấp nhận và sử dụng rộng rãi của ứng dụng. |
| **NỘI DUNG VÀ PHƯƠNG PHÁP**  **Nội dung:**  Để giải quyết các mục tiêu của đề tài nêu ra, chúng tôi sử dụng kết hợp 02 giải pháp là Keeweb và FIDO2.  **Keeweb là một ứng dụng quản lý mật khẩu mã nguồn mở**, hỗ trợ định dạng tệp KeePass (KDBX). Nó cho phép người dùng lưu trữ và quản lý mật khẩu của họ một cách an toàn thông qua một tệp mã hóa, truy cập được từ nhiều thiết bị và nền tảng khác nhau. Keeweb cung cấp nhiều tính năng bảo mật như mã hóa AES-256, kiểm tra tính mạnh của mật khẩu và tích hợp với các dịch vụ đám mây như Dropbox, Google Drive, OneDrive.  **FIDO2 là một tập hợp các tiêu chuẩn do FIDO Alliance phát triển** nhằm cải thiện bảo mật xác thực trực tuyến bằng cách giảm sự phụ thuộc vào mật khẩu. FIDO2 bao gồm hai thành phần chính: WebAuthn và CTAP. FIDO2 sử dụng các phương pháp xác thực mạnh mẽ như khóa bảo mật phần cứng và sinh trắc học mà không cần mật khẩu.  Điểm mới của đề tài là **tích hợp FIDO2 vào Keeweb để tận dụng ưu điểm trong xác thực không mật khẩu của FIDO2 vào quản lý mật khẩu tập trung của Keeweb**. Việc sử dụng Keeweb có thể giải quyết yêu cầu về tối ưu hóa tính bảo mật, và giao diện người dùng. Các mật khẩu và thông tin nhạy cảm được lưu trữ trong các tệp tin .kdbx, đảm bảo rằng chỉ người dùng có khóa giải mã mới có thể truy cập - khóa này sẽ được xác thực bằng FIDO2 thông qua dấu vân tay. Bên cạnh đó, Keeweb cung cấp một giao diện người dùng trực quan, dễ sử dụng, hỗ trợ kéo và thả, tìm kiếm nhanh, và các tính năng quản lý nhóm mật khẩu.  **Phương pháp:**   * **Thiết lập môi trường thử nghiệm:** Cài đặt Keeweb trên các hệ điều hành, cụ thể là Windows. Sử dụng các thiết bị FIDO2 từ nhiều nhà cung cấp khác nhau, trong đề tài này chúng tôi chọn thiết bị từ Yubico và VinCSS. * **Các bước thực hiện:** Chuẩn bị tập tin mẫu .kdbx với nhiều mật khẩu đa dạng để thử nghiệm. Đăng ký dấu vân tay với thiết bị FIDO2, sau đó tích hợp với Keeweb để xem dấu vân tay như là “Master Password”. * **So sánh khả năng bảo mật của Keeweb giữa xác thực Master Password qua FIDO2 với xác thực theo cách truyền thống**: So sánh dựa trên khả năng Master Password bị tấn công brute-force, khả năng bảo vệ giữa các cuộc tấn công phishing, khả năng phòng chống tấn công man-in-the-middle. * **Đánh giá thời gian xác thực, độ tin cậy và trải nghiệm người dùng:** Đo lường thời gian cần thiết để đăng nhập vào Keeweb giữa việc thông qua FIDO2 và nhập mật khẩu theo cách truyền thống. Đánh giá độ tin cậy của quá trình xác thực thông qua nhiều lần thử nghiệm khác nhau. Ghi nhận về trải nghiệm người dùng về sự tiện lợi của FIDO2 so với việc xác thực Master Password bằng mật khẩu. |
| **KẾT QUẢ MONG ĐỢI**  Trong phạm vi nghiên cứu và phát triển của đề tài, chúng tôi mong đợi ứng dụng sau khi hoàn thành sẽ được các kết quả sau:   1. **Tính bảo mật cao:** Chúng tôi kỳ vọng rằng sau khi triển khai, ứng dụng sẽ đạt được một mức độ bảo mật cao, đảm bảo rằng thông tin cá nhân và mật khẩu của người dùng được bảo vệ an toàn khỏi các mối đe dọa mạng và tấn công. 2. **Trải nghiệm người dùng tốt:** Chúng tôi mong đợi rằng giao diện người dùng sẽ được thiết kế một cách thân thiện và dễ sử dụng, giúp người dùng quản lý mật khẩu một cách hiệu quả và tiện lợi. Phản hồi tích cực từ người dùng về trải nghiệm sử dụng sẽ là một chỉ số quan trọng cho sự thành công của dự án. 3. **Đóng góp vào sự phát triển công nghệ:** Cuối cùng, chúng tôi mong đợi rằng đề tài sẽ đóng góp vào sự phát triển của công nghệ bảo mật và quản lý mật khẩu, đồng thời mang lại giá trị và lợi ích cho cộng đồng người dùng trực tuyến. |
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